Jelmagyarazat:

Accessories

Access Management

Analytics, Performance

Monitoring

Anti-Malware
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Transceivers & Cables (SFP, QSFP, DAC, AOC, ..)
External Battery Backup, Power Supply

Media Converter, Extender, Interface Device
Access Control / Network Access Control (NAC)
Identity Management (IDM)

Password Management

Privileged Access Management (PAM)

Session Recording & Control

SSH Key Management / SSL Certificate Management
Application

Data

Forensic

Network, Network Detection and Response (NDR)
Traffic

Gateway / Server / Workstation

Cryptomining Blocker

Ransomware Protection

Application Control & Management
Asset & License Management, CMDB

Authentication

Backup & Storage

Multi-Factor (MFA,2FA)
One-time Password
Token: HW / SW
Certification based
Single Sign-On (SSO)
Backup & Restore
Cloud Storage

Mobile Device Backup

Centralized Management of Endpoint - Workspace - Desktop Management
Devices Firewalls and Network Devices: On-prem / Cloud
Cloud Security

Compliance Audit & Check

Configuration Management

Data Loss Prevention (DLP)

DDoS Protection
Device Control

Email Security
Encryption

Endpoint Security and

Management
Security Validation

Cloud / Gateway / Server / Workstation

Data / Full Disk / Removable media

Endpoint Protection (EPP) / Detection & Response (EDR)
Unified Endpoint Management (UEM) / MDM, EMM
Attack Simulation / Automated Penetration Testing

File Integrity Monitor (FIM), Life Cycle Management

Industrial / OT / Rugged

Power Supply / Converter / Lightning Protector
Switch

Firewall & Router

SCADA & ICS Network Security

Intrusion Detection / Prevention System (IDS/IPS)

loT Gateway, Security

Load Balancer, Application Delivery Controller (ADC)

Log Management

Analyzer / SIEM / SOC

Next Generation Firewall (NGFW) & Unified Threat Management (UTM)
Packet Broker / Test Access Point (TAP)

Patch Management

Remote Access Solutions

Router

VPN (IPSec, SSL) Client
VPN Gateway - Concentrator
Remote Work

Sandbox & Advanced Threat Prevention (ATP) (Cloud / On-premise)

Service Manager - Help Desk - Service Desk - ITSM

Session & Traffic Monitoring / Control / Optimization

Software-Defined Networking (SDN) / Software-Defined Security / SD-WAN

Switch

Vulnerability

Web Security

Wireless

Access or Edge (PoE / non-PoE)

DataCenter (Campus)

Desktop (PoE / non-PoE)

CPE (PoE / non-PoE)

Industrial

Assessment & Management

Secure Web Gateway

URL Filtering, Web Category

Web Application Firewall (WAF) & API-Protection (WAAP)
AP (Indoor) - Autonomous / Controller / Remote
AP (Outdoor) - Autonomous / Controller / Remote
WiFi Controller, Manager - Cloud / HW / SW
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Transceivers & Cables (SFP, QSFP, DAC, ACC, ..)
External Battery Backup, Power Supply

Media Converter, Extender, Interface Device
Access Control / Network Access Control (NAC)
ldentity Management (IDM)

Password Management

Privileged Access Management (PAM)

Session Recording & Control

SSH Key Management / SSL Certificate Management
Application

Data

Forensic

Network, Network Detection and Response (NDR)
Traffic

Gateway / Server / Workstation

Cryptomining Blocker

Ransomware Protection

Application Control & Management
Asset & License Management, CMDB

Authentication

Backup & Storage

Multi-Factor (MFA,2FA)
One-time Password
Token: HW / SW
Certification based
Single Sign-On (SSO)
Backup & Restore
Cloud Storage

Mobile Device Backup

Centralized Management of Endpoint - Workspace - Desktop Management
Devices Firewalls and Network Devices: On-prem / Cloud
Cloud Security

Compliance Audit & Check

Configuration Management

Data Loss Prevention (DLP)

DDoS Protection
Device Control

Email Security
Encryption

Endpoint Security and

Management
Security Validation

Cloud / Gateway / Server / Workstation

Data / Full Disk / Removable media

Endpoint Protection (EPP) / Detection & Response (EDR)
Unified Endpoint Management (UEM) / MDM, EMM
Attack Simulation / Automated Penetration Testing

File Integrity Monitor (FIM), Life Cycle Management

Industrial / OT / Rugged

Power Supply / Converter / Lightning Protector
Switch

Firewall & Router

SCADA & ICS Network Security

Intrusion Detection / Prevention System (IDS/IPS)

loT Gateway, Security

Load Balancer, Application Delivery Controller (ADC)

Log Management

Analyzer / SIEM / SOC

Next Generation Firewall (NGFW) & Unified Threat Management (UTM)
Packet Broker / Test Access Point (TAP)

Patch Management

Remote Access Solutions

Router

VPN (IPSec, SSL) Client
VPN Gateway - Concentrator
Remote Work

Sandbox & Advanced Threat Prevention (ATP) (Cloud / On-premise)

Service Manager - Help Desk - Service Desk - ITSM

Session & Traffic Monitoring / Control / Optimization

Software-Defined Networking (SDN) / Software-Defined Security / SD-WAN

Switch

Vulnerability

Web Security

Wireless

Access or Edge (PoE / non-PoE)

DataCenter (Campus)

Desktop (PoE / non-PoE)

CPE (PoE / non-PoE)

Industrial

Assessment & Management

Secure Web Gateway

URL Filtering, Web Category

Web Application Firewall (WAF) & API-Protection (WAAP)
AP (Indoor) - Autonomous / Controller / Remote
AP (Outdoor) - Autonomous / Controller / Remote
WiFi Controller, Manager - Cloud / HW / SW



